
T R A I N I N G E N
De CCRC-trainingen staan bekend om hun interactieve en leerzame karakter.
Deelnemers gaan zelf aan de slag om een gesimuleerde crisis op te lossen onder
begeleiding van experts uit het vakgebied waarbij er de keuze is tussen een standaard
en een Power Cybercrisis Awareness Training. 

Why invest in cyber crisis awareness now?
Cyb‌erattacks are becoming increasingly targeted, faster, and more complex.‌
Especially in chain collaborations and operational environments, a single weak link can cause‌
significant damage across the entire chain. Most organizations now have technical safeguards in‌
place, but during a real cyber crisis, it often turns out that inadequate cooperation, decision-making,‌
and communication pose the greatest risks. CCRC’s Cybercrisis Awareness Training helps‌
organizations reduce these risks — in a realistic and impactful way.‌

What does the training offer?
During this interactive crisis simulation:

You experience how a real cyber crisis unfolds, under pressure and uncertainty.
You practice your role within crisis teams, including communication, decision-making 

       and collaboration.
You discover bottlenecks in your current procedures, tools, and cooperation.
You leave with concrete advice applicable in your own organization.

The training is aimed at executives, management, IT and security management, communications,
and chain partners, but can also be offered more broadly to all employees.
 

Cybercrisis 
Awareness Training

T R A I N I N G  P R O G R A M S
CCRC’s training programs are known for their
interactive and educational character.
Participants actively engage in solving a
simulated crisis under the guidance of domain
experts, with a choice between a standard and a
Power Cybercrisis Awareness Training.

Strengthen your organization’s resilience with a
realistic cyber crisis exercise.

www.ccrc.nl | contact@ccrc.nl 



A B O U T  C C R C

Standard Cybercrisis Awareness Training 
Realistic cyber crisis simulation.
During this training, you work in teams of up to 8 people to act as a crisis team responding to a
simulated cyberattack. The focus is on decision-making under pressure. CCRC experts provide
substantive feedback on the results

Max participants: 40 (more possible upon consultation)
Duration: Half-day
Location: On-site
Certificate for all participants

The Cyber Chain Resilience Consortium (CCRC) is a public-private partnership focused on
strengthening cyber resilience within supply chains. CCRC facilitates cyber crisis trainings and
table-top exercises for organizations across the Netherlands, suitable for any type of public or
private sector organization. We believe collaboration and practice are the foundation for cyber-
resilient operations and chain stability.

CCRC is supported by:

Power Cybercrisis Awareness Training 
Short, joint crisis simulation for awareness and team building.
During this plenary session, you and the experts go through a realistic cyber crisis step-by-step.
The session includes interaction and discussion guided by the experts.

Max participants: 40 (more possible upon consultation)
Duration: 1.5 hours
Location: On-site or hybrid

Our training formats

WANT TO KNOW MORE OR BOOK A TRAINING? 
VISIT WWW.CCRC.NL.

www.ccrc.nl | contact@ccrc.nl 

A powerful introduction to cyber crisis management, suitable
for team events, awareness campaigns, or security
awareness programs.


